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QUESTION 1

Refer to the exhibits. 

Examine the firewall policy configuration and SSID settings. 
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An administrator has configured a guest wireless network on FortiGate using the external captive portal. The
administrator has verified that the external captive portal URL is correct. However, wireless users are not able to see the
captive portal login page. 

Given the configuration shown in the exhibit and the SSID settings, which configuration change should the administrator
make to fix the problem? 

A. Enable the captive-portal-exemptoption in the firewall policy with the ID 11. 

B. Apply a guest.portal user group in the firewall policy with the ID 11. 

C. Disable the user group from the SSID configuration. 

D. Include the wireless client subnet range in the Exempt Source section. 

Correct Answer: C 

 

 

QUESTION 2

Refer to the exhibit. 

Examine the output of the debug command and port configuration shown in the exhibit. 

Latest NSE7_SAC-6.2 Dumps | NSE7_SAC-6.2 PDF Dumps | NSE7_SAC-6.2 VCE Dumps                               3 / 7

https://www.passapply.com/nse7_sac-6-2.html
https://www.passapply.com/nse7_sac-6-2.html
https://www.passapply.com/nse7_sac-6-2.html


https://www.passapply.com/nse7_sac-6-2.html
2024 Latest passapply NSE7_SAC-6.2 PDF and VCE dumps Download

FortiGate learned the MAC address 78:2b:cb:d8:36:68 dynamically. 

What action does FortiSwitch take if there is an untagged frame coming to port1 will different MAC address? 

A. The frame is accepted and assigned to the quarantine VLAN. 

B. The frame is accepted and FortiSwitch will update its mac address table with the new MAC address. 

C. The frame is dropped. 

D. The frame is accepted and assigned to the user VLAN. 

Correct Answer: A 

 

 

QUESTION 3

Refer to the exhibit. 

Examine the packet capture shown in the exhibit, which contains a RADIUS access request packet sent by FortiSwitch
to a RADIUS server. 
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Why does the User-Name field in the RADIUS access request packet contain a MAC address? 

A. The FortiSwitch interface is configured for 802.1X port authentication with MAC address bypass, and the connected
device does not support 802.1X. 

B. FortiSwitch authenticates itself using its MAC address as the user name. 

C. The connected device is doing machine authentication. 

D. FortiSwitch is replying to an access challenge packet sent by the RADIUS server and requesting the client MAC
address. 

Correct Answer: D 

 

 

QUESTION 4

A wireless network in a school provides guest access using a captive portal to allow unregistered users to self-register
and access the network. The administrator is requested to update the existing configuration to provide captive portal
authentication through a secure connection (HTTPS) to protect and encrypt guest user credentials after they receive the
login information when registered for the first time. 

Which two changes must the administrator make to enforce HTTPS authentication? (Choose two.) 

A. Provide instructions to users to use HTTPS to access the network. 

B. Create a new SSID with the HTTPS captive portal URL. 

C. Enable Redirect HTTP Challenge to a Secure Channel (HTTPS) in the user authentication settings 

D. Update the captive portal URL to use HTTPS on FortiGate and FortiAuthenticator 

Correct Answer: BD 
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QUESTION 5

Refer to the exhibit. 

In the WTP profile configuration shown in the exhibit, the AP profile is assigned to two FAP-320 APs that are installed in
an open plan office. 

1. 

The first AP has 32 clients associated to the 5GHz radios and 22 clients associated to the 2.4GHz 

radio. 

2. 
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The second AP has 12 clients associated to the 5GHz radios and 20 clients associated to the 2.4GHz radio. 

A dual band-capable client enters the office near the first AP and the first AP measures the new client at ?33 dBm signal
strength. The second AP measures the new client at ?43 dBm signal strength. 

In the new client attempts to connect to the corporate wireless network, to which AP radio will the client be associated? 

A. The second AP 5GHz interface. 

B. The first AP 2.4GHz interface. 

C. The first AP 5GHz interface. 

D. The second AP 2.4GHz interface. 

Correct Answer: A 
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