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QUESTION 1

A user wants to purchase a CAD application that requires 8GB of RAM to operate. 

Which of the following operating system types is required? 

A. 8-bit 

B. 16-bit 

C. 32-bit 

D. 64-bit 

Correct Answer: D 

 

 

QUESTION 2

A user has a username and password to log onto a banking website. The user would like to keep access to the account
as secure as possible. 

Which of the following security best practices should the user follow? (Select TWO). 

A. Use only public computers to access the website 

B. Create a complex password 

C. Change the default password 

D. Write the password down 

E. Use the original password 

Correct Answer: BC  

 

QUESTION 3

You have a 2.8 Ghz Pentium 4 desktop computer running Windows 2000 Server operating system. 

You want to disable the hyper-threading on the computer. How will you disable the hyper- threading on the computer? 

A. Disable hyper-threading from the Computer Management utility. 

B. Disable hyper-threading using jumper setting on the motherboard. 

C. Disable hyper-threading from the Device Manager utility. 

D. Disable hyper-threading from the Basic Input/Output System (BIOS). 
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Correct Answer: D 

Hyper-threading can be disabled on the computer from the Basic Input/Output System (BIOS). 

Hyper-threading is a technology developed by Intel. It is used to improve parallelization of computations performed on
computer microprocessors via simultaneous multithreading. It provides support for multi-threaded code and allows
multiple 

threads to run simultaneously and improved response time. A microprocessor with hyper-threading feature is treated by
the operating system as two processors instead of one. Answer option C is incorrect. There is no such facility to disable 

hyper-threading from the Device Manager utility. 

What is Device Manager? Hide 

Device Manager is a tool that can be used to manage devices on a computer. Using Device Manager, users can view
and change device properties, update device drivers, configure device settings, and uninstall devices. Device Manager
is 

organized in a tree format with the top branches representing device categories. Users can use 

Device Manager to identify port resource conflicts. Device Manager can also be used to enable or disable a device. 

Answer option B is incorrect. There is no such facility to disable hyper-threading using jumper setting on the
motherboard. 

Answer option A is incorrect. There is no such facility to disable hyper-threading from the Computer Management utility. 

What is Computer Management? Hide 

Computer Management is a component that is used to view and control many aspects of the computer configuration. It
combines several administration utilities into a single console tree. Computer Management provides easy access to the 

local or remote computer\\'s administrative properties and tools. 

Reference: "http://en.wikipedia.org/wiki/Hyper-threading" 

 

QUESTION 4

Which of the following types of attacks entices a user to disclose personal information such as social security number,
bank account details, or credit card number? 

A. Password guessing attack 

B. Spoofing 

C. Phishing 

D. Replay attack 

Correct Answer: C 

Phishing is a type of scam that entice a user to disclose personal information such as social security number, bank
account details, or credit card number. An example of phishing attack is a fraudulent e-mail that appears to come from a
user\\'s bank asking to change his online banking password. When the user clicks the link available on the e-mail, it
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directs him to a phishing site which replicates the original bank site. The phishing site lures the user to provide his
personal information. Answer option B is incorrect. Spoofing is a technique that makes a transmission appear to have
come from an authentic source by forging the IP address, email address, caller ID, etc. In IP spoofing, a hacker modifies
packet headers by using someone else\\'s IP address to his identity. However, spoofing cannot be used while surfing
the Internet, chatting on- line, etc. because forging the source IP address causes the responses to be misdirected.
Answer option D is incorrect. Replay attack is a type of attack in which attackers capture packets containing passwords
or digital signatures whenever packets pass between two hosts on a network. In an attempt to obtain an authenticated
connection, the attackers then resend the captured packet to the system. Answer option A is incorrect. A password
guessing attack occurs when an unauthorized user tries to log on repeatedly to a computer or network by guessing
usernames and passwords. Many password guessing programs that attempt to break passwords are available on the
Internet. Following are the types of password guessing attacks: Brute force attack Dictionary attack Reference:
"http://en.wikipedia.org/wiki/Phishing" 

 

QUESTION 5

An employee\\'s new computer came with a free 30-day trial version of antivirus software. The employee\\'s company
provides enterprise antivirus software from a different vendor. 

Which of the following should the employee do in order to use a full version of antivirus software? 

A. Enter the company product key for the antivirus software, enabling the full version. 

B. Uninstall the current version antivirus software and install the company version. 

C. Verify Internet connectivity and run online virus scanning software. 

D. Update the trial antivirus software to the latest version. 

Correct Answer: B 
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