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QUESTION 1

Your company has two headquarters, one in London, and one in New York. Each office includes several branch offices.
The branch offices need to communicate with the headquarters in their country, not with each other, and only the
headquarters need to communicate directly. What is the BEST configuration for establishing VPN Communities for this
company? VPN Communities comprised of:

A. One star Community with the option to mesh the center of the star: New York and London Gateways added to the
center of the star with the mesh center Gateways option checked; all London branch offices defined in one satellite
window, but, all New York branch offices defined in another satellite window.

B. Two mesh and one star Community: One mesh Community is set up for each of the headquarters and its branch
offices. The star Community is configured with London as the center of the Community and New York is the satellite.

C. Two star and one mesh Community: One star Community is set up for each site, with headquarters as the
Community center, and its branches as satellites. The mesh Community includes only New York and London
Gateways.

D. Three mesh Communities: One for London headquarters and its branches, one for New York headquarters and its
branches, and one for London and New York headquarters.

Correct Answer: C

QUESTION 2

The third-shift Administrator was updating Security Management Server access settings in Global Properties and
testing. He managed to lock himself out of his account. How can you unlock this account?

A. Type fwm unlock_admin from the Security Management Server command line.

B. Type fwm unlock_admin -u from the Security Gateway command line.

C. Type fwm lock_admin -u from the Security Management Server command line.

D. Delete the file admin.lock in the Security Management Server directory $FWDIR/tmp/.

Correct Answer: C

QUESTION 3

Which command line interface utility allows the administrator to verify the Security Policy name and timestamp currently
installed on a firewall module?

A. cpstat fwd
B. fw ver
C. fw stat

D. fw ctl pstat
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Correct Answer: C

QUESTION 4

During which step in the installation process is it necessary to note the fingerprint for first- time verification?
A. When configuring the Gateway in the WebUI

B. When configuring the Security Management Server using cpconfig

C. When establishing SIC between the Security Management Server and the Gateway

D. When configuring the Security Gateway object in SmartDashboard

Correct Answer: B

QUESTION 5

You have detected a possible intruder listed in SmartView Tracker\\'s active pane. What is the fastest method to block
this intruder from accessing your network indefinitely?

A. Modify the Rule Base to drop these connections from the network.

B. In SmartView Tracker, select Tools > Block Intruder.

C. In SmartView Monitor, select Tools > Suspicious Activity Rules.

D. In SmartDashboard, select IPS > Network Security > Denial of Service.

Correct Answer: B
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